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On June 2, the New Jersey Division of Consumer Affairs (Division)

published proposed regulations to implement the New Jersey Data

Privacy Act (NJDPA). Of note, these rules were proposed months after

the NJDPA went into effect on January 1, 2025. Comments are due

August 1, 2025. 

The proposal, if adopted, would address definitions and exemptions

under the NJDPA, as well as consumer rights and obligations of

controllers and processors under the law. The stated purpose of the

proposed rules is “to implement the provisions [of the NJDPA],” see

Proposed N.J.A.C. 1345L-1.1(a), but the proposed rules feature several

notable distinctions from the statute itself that, if adopted, could

affect business compliance strategies. 

For example:  

● Key Definitions. The proposal would establish new definitions

and limitations to terms used or defined in the NJDPA. Of

particular note, the proposal would define “reasonably

linkable,” a key element of the threshold term “personal data,”

and establish new limitations on the statutory exceptions to the

definition of “sale.” These changes could have important

impacts on the scope of the NJDPA.  

● Key Exemptions. The proposal contemplates limitations on key

exemptions as well, including limiting the common exemption

for internal research so that it would not apply if “the data or

resulting research is used to train artificial intelligence, unless

the consumer has affirmatively consented to such use.” See

Proposed N.J.A.C. 1345L-1.3(d)(1).   
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● Consumer Rights. The proposal would establish novel flow-down requirements for controllers to instruct

processors to fulfill consumer rights requests. 

● Affirmative Controller Obligations. The proposed rules would establish specific guidance regarding

controller obligations, including guidance around purpose specification and data minimization, that sets

out relatively prescriptive standards. The proposal also includes recordkeeping requirements that are

not listed in the statute. 

● Privacy Notice Requirements. The proposal would establish additional rules for privacy notices,

including requirements to describe categories and purposes of use of personal data with sufficient

detail and granularity; requirements to include “the length of time the controller intends to retain each

category of personal data”; and specific requirements when controllers process personal data for

profiling for a decision that produces legal or similarly significant effects concerning the consumer. See

Proposed N.J.A.C. 13:45L-2.2(a)-(b). Additionally, the proposal includes new notice and consent rules in

cases of material changes to a privacy notice, and details guidance on what constitutes a material

change.  

● Rules Regarding User Interface Design, Choice Architecture, and Dark Patterns. The proposal

includes provisions setting out principles for designing and implementing methods for submitting data

right requests and obtaining consent, including highly specific guidance related to toggles, banner

notices, bundling choices, links, scrolling, and processing time, among other operational issues. 

● Additional Consent Rules. The proposed rules set out lengthy and prescriptive provisions governing

consent, including provisions that would require consent (where required under the law) to be refreshed

if the controller and the consumer have not interacted with each other for 24 months, as well as

guidance to “immediately delete sensitive data concerning the consumer for which the controller no

longer has consent to process, control, possess, sell, or share,” once a consumer revokes consent. See

Proposed N.J.A.C. 13:45L-6.3(b)(6), 13:45L-7.1-7.7. 

● Data Protection Assessments (DPAs). The draft regulations contemplate specific rules for DPA content

and timing, including a proposal to require annual DPA updates for profiling activities. 

As illustrated in the examples above, the proposal is highly detailed and introduces requirements that – if

adopted – will significantly impact operational aspects of covered entities’ compliance strategies. Companies

that are subject to the New Jersey privacy law should review the proposal carefully, and consider weighing in

with the Division by August 1.

***

Wiley’s Privacy, Cyber & Data Governance Practice has broad experience in navigating rulemakings and

compliance surrounding cutting-edge technology and the evolving legal landscape. For questions about this

alert, please contact the authors
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